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Abstract: In this paper, discuss the video watermarking. Video 

watermarking is a technique that hands me down to avoid the 

ownership data in digital media. Watermarking techniques have 

been extended to retrieve the copyright of multimedia matters a 

well-known as text, audio, video, etc. In this video watermarking, 

predominantly combined on Discrete Wavelet Transform (DWT), 

DCT (Discrete Cosine Transform) and Singular Value 

Decomposition (SVD). Apart from this, it furthermore prevents 

the copyright of virtual views which is generated by for a 

technique called Depth-Image-Based Rendering. In this act, 

confidential data is among in the certain center delusion for three 

mathematical bring up to code, DWT, SVD   and DCT. 

 

Keywords: Discrete wavelet transform (DWT), Singular Value 

Decomposition (SVD), DCT (discrete cosine transform) Peak 

Signal to Noise Ratio (PSNR), MATLAB 

1. Introduction 

Copyright-sensitive videos are generally leaked or illegally 

divided by so-called digital pirates. Typical security measures 

involving the encryption and decryption of multimedia are not 

sufficient to retrieve video owners from copyright infraction 

[1], as a result of pirates might legally develop those videos 

earlier illegally leaking or distributing them. For concrete 

illustration, trusted critics and allow voters constantly receive 

screeners of a film or TV series back they are officially released. 

However, several critics with malicious intentions manage to 

upload the videos to flood sites [4]. In the decision to extricate 

video copyrights, watermarking techniques have been extended 

that comprise hiding an unbelievable watermark in a separate 

video that contains the impression of the receiver. If the video 

is previously illegally distributed, the copyright manager can 

recognize the watermark and recognize the dangerous receiver. 

However, pirates am within one area manipulate the video in 

the take of destroying the confined watermark. Therefore, it is 

consistent for the watermark to be robust [2]. There are several 

techniques for information hiding directed toward digital 

media. They are hand me down for several purposes as known 

as copyright protection. The techniques are the spatial domain, 

transformed domain, cryptography, and steganography. The 

spatial domain approach involves an algorithm that instantly 

operates on the pixel rate of the host image. Watermarks are 

techniques used basically to protect digital content (copyright 

and authentication) [25], to what place techniques applied to 

digital video meet on embedding a watermark for the protection 

of copyright [25]-[27]. Moreover, methods for the detection of  

 

alterations are applied especially in digital images [4]-[12], and 

simply, in digital video [13].In transform domain approach, the 

pixel values are transformed directed toward another domain by 

applying appropriate transform technique like different cosine 

transform (DCT) and discrete wavelet transform (DWT).  

A. DWT Transform 

The DWT transform: Multiresolution plot of DWT helps in 

the decomposition of images. The image gets distributed into 

four non-overlapping multiresolution sub-bands. These sub-

bands are LL, LH, HL, HH i.e. approximation, horizontal 

details, vertical details and diagonal details as open in Fig. 5(a). 

This is called first on the level decomposition of an image. The 

second level of disrepair, e.g., is carried out on first on the level 

LL sub-band of the image which results into another level of 

decomposition as shown in (b) Fig. 1 Wavelet Decomposition 

(a) First level decomposition (b) Second level decomposition. 

Thus watermark is implanted in high-frequency sub-bands to 

avoid deprivation of the host video and make it invisible. But 

embedding watermark in valuable frequency sub-bands may 

reduce robustness. To get the best tradeoff between 

performance and robustness, a watermark is embedded into LH 

and HL sub-bands. In the approaching algorithm, a second level 

DWT decomposition on the LH and HL planes earlier 

embedding the watermark. The watermark is in the LH2 and 

HL2 sub-bands of LH and HL sub-bands of the first level 

decomposition. It proves the robustness of the algorithm and it 

helps in increased capacity of embedding data [24]. 

 

 

 
Fig. 1.  Wavelet Decomposition 

B. DCT Transform 

The DCT provides a good concession between Information 

packing ability and computational complexity. The most 

significant energy compaction assets of DCT is extensively 

used to represent an image. DCT is faster and can be instigated 

in O (n log n) operations. The DCT allows an image to be 

smashed up into different frequency bands, making it much 

easier to embed watermarking statistics into the middle-

frequency bands of an image. The middle-frequency bands are 

chosen such that they avoid the most visual important parts of 

the image (low frequencies) without over-baring themselves to 

removal through compression and noise attacks (High 
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Frequency). The DCT transforms a signal or image from the 

spatial domain to the frequency province. DCT-based 

watermarking scheme is the most forceful to loss compression 

[24]. 

C. SVD Transform 

 Singular value decomposition is an orthogonal 

decomposition transformation of the matrix, which is the 

arithmetical method of diagonalization of the matrix. After the 

singular value decomposition, the non-zero value obtained in 

the diagonal matrix is called as the singular value. 

2. Literature Survey 

Tushar D. Gadhiya, Anil K. Roy, Suman K. Mitra and Vinod 

Mall [6] invented a schema for the detection of alterations in 

images based on the Discrete Wavelet Transform (DWT), yet 

this system requires the natural image, which is compared 

mutually the image suspected of alteration. The characteristics 

of the original image and the considerate image of alteration are 

extracted by the method of DWT and the wily operator, the 

sufficient of each achieve is predetermined and both images are 

subtracted to identify the alterations. The disadvantage of this 

system is that the natural image can be compromised to the 

attacks and this authentication can get the worst of its validity, 

so, the review of this approach in digital video should move the 

unusual video and could stir the agnate problem. Jaspreet Kaur, 

Saurabh Upadhyay and Avinash Jane et al. invented a study 

about the aggregation of DWT and Singular Value 

Decomposition (SVD) and Lower and Upper (LU) 

decomposition in non-blind watermarking algorithm to identify 

watermark [2]. Kannammal et al. imposing two on the level of 

security for medical image via watermarking encryptions. 

Watermarking is performed by via new non-tensor product 

wavelet filter banks, which can disclose singularities in diverse 

directions. The image is embedded directed toward the LH 

subband of the natural image. RSA, AES and RC4 cryptology 

algorithms which are performed for encryption [3]. Rakhi 

Dubolia et. al. [6] used different cosine transform (DCT) and 

Discrete wavelet transform (DWT) for embedding and 

extraction of a watermark. They have shown that DWT gives 

better Image quality earlier DCT. Md. Saiful Islam used a DCT 

DWT SVD based cover watermarking technique for embedding 

watermarks in his explore paper. Charu Jain [7] implemented 

the BFO algorithm for watermarking the digital input image and 

BFO used to see the high-frequency areas of the image where 

the watermark potential inserted. Punam Bedi et. al. illustrated 

a slim multimodal biometric image watermarking program 

adopting Particle Swarm Optimization (PSO) in a decision to 

watermark an individual's find the image by all of his 

fingerprint image and demographic data [8]. Exposed an 

optimized watermarking schema based on the different wavelet 

transform (DWT) and singular value decomposition (SVD) 

with the valuable visual quality of the signed and attacked 

images having useful PSNR [9]. Use of Steganography for 

Image Security System was exposed by Pooja Rani and 

Apoorva Arora [11] for several image warranty systems. Most 

of the prevailing image warranty systems are not up to many a 

moon to goes to the wall for against the curtains cyber-attacks. 

In [9] MATLAB was secondhand for the implementation and 

design of the system. The compression technique was used to 

minimize the length of the steganographed image. The original 

data (image) potential invisible into a diverse image. In the 

gathering based steganographic approach, the actual and face 

image data are studied and wherever the color schemes of actual 

and face image are accordingly, the actual image would be 

implanted in those regions of the face image [9]. The absolute 

compression methods detailed here include Discrete Cosine 

Transformation (DCT), Discrete Fourier Transformation 

(DFT), and Discrete Wavelet Transformation (DWT) for of the 

promising results obtained by their serve in the work of 

cryptography (clustering). The time elapsed in the process is 

calculated. PSNR and MSE were also calculated for the 

different parameters to measure the image quality.  

Mishra et al. [10] eventual a DWT SVD watermarking 

schema which is optimized via Cuckoo search. The optimum 

values of infinite scaling factors (MSF) are obtained in 

accordance mutually the properties of diverse parts of the host 

images. Gupta et al. [11] have besides approaching a DWT-

SVD thought watermarking which makes consider of Elliptic 

Curve Cryptography (ECC) for attain signal processing. In the 

proposed trade, the video processing preliminaries and the 

embedding schema are based on faster counterparts of 

traditionally used transform techniques – DCT and DWT and 

generally applied neural networks - BPN / RBF for this motive 

[12-13]. Although, the Extreme Learning Machine (ELM) has 

been secondhand earlier for thought and video watermarking 

[14-15], it is never hand me down in conjunction mutually 

Lifting Wavelet Transform or LWT. Agarwal et al. [14] have 

discovered that Extreme Learning Machine can be strongly 

hand me down to execute robust watermarking of 

uncompressed AVI video. They consider 4-level DWT 

stratagem to execute watermarking of three standard video via 

scene change detection algorithm for identifying like frames. 

Mishra et al. [16] used Bi-directional ELM (B-ELM) to accept 

watermarking of images in JPEG compressed domain. Rajpal 

et al. [17] used B-ELM to accept watermarking of deep pink 

images. Mishra et al. [18] have proposed a semi-blind 

watermarking step by step diagram for blew up out of 

proportion images by ELM in the standardize domain. Due to 

several firm benefits of LWT everywhere conventional wavelet 

transforms, endless watermarking schemes for LWT have been 

developed completely last few forever and ever [19]-[22]. It is 

in a big way believed that DWT itself is a foreshadow 

consuming stratagem [3]. On the belligerent in the disclose 

research pose, approach not manage any challenge the status 

quo which gave a pink slip create a clog in computing of march 

to a different drummer processes involved. Evaluate Lifting 

Wavelet Transform (LWT) which is tested and demonstrable to 

be a faster variant of wavelet based standardize methods [1], 
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[2]. In opening, serve a color histogram based approach to 

identify and extract the frames to be used in watermark 

embedding. The color histogram is an easily done mathematical 

formulation which 978. 

3. Conclusion 

On reading out the techniques it can be deduced that the 

video watermarking can be done by n number of ways and it 

has numerous application too. DCT can advantageous as the 

reconstruction and preserving image elements is easy and 

recovers almost everything if not changed. DWT is even better 

as the frequency bands preserve the image elements very well 

and don't allow any degradation of images. So that concludes 

that for the video watermarking or frame watermarking DCT, 

DWT, and any other transformation technique can be used 

unless it allows image quality preservence. 
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